Uchwata nr 3599
Senatu Uniwersytetu w Biatymstoku
z dnia 17 grudnia 2025 .

w sprawie ustalenia, obowigzujgcego od roku akademickiego 2026/2027,
programu studiow na kierunku
prawo nowych technologii i cyberbezpieczenstwa,
na poziomie studiéw drugiego stopnia

o profilu ogélnoakademickim

Na podstawie § 33 wust. 1 pkt 12 Statutu Uniwersytetu w Bialymstoku
(tj. Obwieszczenie nr 4/2025 Rektora Uniwersytetu w Biatymstoku z dnia

1 pazdziernika 2025 r.) Senat Uniwersytetu w Biatymstoku uchwala, co nastepuje:

§1
1. Senat Uniwersytetu w Biatymstoku ustala, obowigzujgcy od roku akademickiego
2026/2027, program studiow na kierunku prawo nowych technologii
i cyberbezpieczenstwa, na poziomie studidw drugiego stopnia o profilu
ogolnoakademickim.

2. Program studiow stanowi Zatgcznik do niniejszej Uchwaty.

§ 2

Uchwata wchodzi w zycie z dniem podjecia.

Przewodniczacy
Senatu Uniwersytetu w Bialymstoku

prof. dr hab. Mariusz Poptawski
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Zatacznik

do Uchwaty nr 3599

Senatu Uniwersytetu w Biatymstoku
z dnia 17 grudnia 2025 r.

PROGRAM STUDIOW
Kierunek studiow:
Prawo nowych technologii i cyberbezpieczenstwa
obowigzuje od roku akademickiego: 2026/2027

Czesc¢ I. Informacje ogédlne.

Nazwa jednostki prowadzgcej ksztatcenie: Wydziat Prawa

Poziom ksztatcenia: studia drugiego stopnia (studia stacjonarne)

Profil ksztatcenia: ogélnoakademicki

Liczba semestrow: 4

taczna liczba punktéw ECTS konieczna do ukonczenia studiow: 105

taczna liczba godzin zajec¢ konieczna do ukonczenia studiow: 984
Zaopiniowano na radzie wydziatu w dniu: 21 listopada 2025 r.

Kod Miedzynarodowej Standardowej Klasyfikacji Edukac;ji (ISCED): 0499
Wskazanie dyscypliny wiodgcej, w ktorej bedzie uzyskiwana ponad potowa
efektow uczenia sie oraz procentowy udziat poszczegolnych dyscyplin,
w ramach ktérych bedg uzyskiwane efekty uczenia sie okreslone w programie
studiéw:

Procentowy udziat

Nazwa dyscypliny wiodgcej dyscypliny wiodace

nauki prawne 80,00

Procentowy udziat

Nazwy poszczegolnych dyscyplin poszczegdlnych dyscyplin

nauki o zarzgdzaniu i jakosci 10,48
nauki o bezpieczenstwie 5,71
informatyka 1,90
jezykoznawstwo 1,90
Razem: 100 %

Czesc¢ Il. Efekty uczenia sie.

Symbol opisu
chirakter;)styk Symbol . o
. efektu Opis efektu uczenia sie
druglego uczenia sie
stopnia PRK
Wiedza, absolwent zna i rozumie:
fakty, obiekty i Zjawiska obejmujgce
P7S WG KP7 WGL1 zaawanso_\_/vana wiedze z zakresg no’wych
technologii lub cyberbezpieczenstwa
w pogtebionym stopniu




KP7 _WG2

metody i teorie wyjasniajgce ztozone relacje
miedzy faktami, obiektami i zjawiskami,
obejmujgce zaawansowang wiedze 0going
z zakresu nauk prawnych, nauk o zarzgdzaniu
i jakosci lub nauk o bezpieczenstwie z zakresu
nowych technologii lub cyberbezpieczenstwa
w pogtebionym stopniu

KP7 _WG3

kluczowe zagadnienia stanowigce podstawy
teoretyczne nauk prawnych, nauk o zarzgdzaniu
i jakosci, o bezpieczenstwie i informatyki z zakresu
nowych technologii lub cyberbezpieczenstwa
w pogtebionym stopniu

KP7_ WG4

aspekty prawne i organizacyjne funkcjonowania
sektora publicznego i prywatnego na ptaszczyznie
krajowej lub miedzynarodowej z zakresu nowych
technologii lub cyberbezpieczenstwa
w pogtebionym stopniu

KP7_WG5

w pogtebionym stopniu rozne rodzaje wiezi
spotecznych istniejgcych w ramach organizacji
oraz o} wystepujacych miedzy nimi
prawidtowosciach

KP7_WG6

gtdbwne trendy w rozwoju i najnowsze osiggniecia
nauk prawnych, nauk o zarzgdzaniu i jakosci lub o
bezpieczenstwie z zakresu nowych technologii lub
cyberbezpieczenstwa

P7S_WK

KP7_WK1

fundamentalne dylematy wspétczesnej cywilizacji
w obszarze nowych technologii lub
cyberbezpieczenstwa

KP7_WK2

ztozone uwarunkowania etyczne, prawne Ilub
ekonomiczne prowadzenia dziatalnosci
zawodowej w obszarze nowych technologii lub
cyberbezpieczenstwa

KP7_WK3

zasady prognozowania i modelowania ztozonych
procesow spotecznych

KP7_WK4

zasady ochrony wiasnosci przemystowej,
intelektualnej i prawa autorskiego

KP7_WK5

podstawowe zasady tworzenia i rozwoju réznych
form przedsiebiorczosci w obszarze nowych
technologii lub cyberbezpieczenstwa

Umiejetnosci, absolwent potrafi:

P7S_UW

KP7_UW1

formutowaé i weryfikowa¢ hipotezy zwigzane
z prostymi lub ztozonymi, a takze nietypowymi
problemami wystepujgcymi w obszarze nowych
technologii lub cyberbezpieczenstwa




KP7_UW?2

dobra¢, adekwatnie do =zatozonych celéw
i stosowa¢ metody i narzedzia badawcze
z zakresu nauk prawnych, nauk o zarzgdzaniu
i jakosci lub o bezpieczenstwie, odpowiednio je
przystosowac lub opracowac nowe

KP7_UWS3

interpretowa¢ otrzymane wyniki i formutowaé
whnioski na ich podstawie, takze w oparciu o dane
z odpowiednio dobranych zrédet informacji
naukowej

KP7_UW4

korzystajgc z roznych zrédet, wiasciwie dobieraé
literature naukowg polsko- i obcojezyczng
do badanych probleméw, uzyskane informacje
syntetyzowac i poddawac krytycznej analizie

KP7_UWS5

postugiwa¢ sie zaawansowanymi technikami
informacyjno-komunikacyjnymi w celu prezentacji,
w formie ustnej, pisemnej lub multimedialnej,
wynikow badan w obszarze nowych technologii
lub cyberbezpieczenstwa

P7S_UK

KP7_UK1

postugiwa¢ sie specjalistyczng terminologig
naukowg z obszaru nowych technologii
lub cyberbezpieczenstwa w jezyku polskim
lub obcym, w praktyce zawodowej oraz
w komunikacji ze zroznicowanymi  kregami
odbiorcow

KP7_UK2

wystepowa¢ publicznie w jezyku polskim
lub obcym, prezentujgc specjalistyczne
zagadnienia z obszaru nowych technologii
lub cyberbezpieczenstwa, uzasadnia¢ swoje
opinie lub prowadzi¢ debate

KP7_UK3

porozumiewac sie w jezyku obcym na poziomie
B2+ Europejskiego Systemu Opisu Ksztatcenia
Jezykowego

P7S_UO

KP7_UO1

podejmowaé obowigzki kierowania zespotem przy
planowaniu i wykonywaniu powierzonych zadan

KP7_UO2

pracowac¢ w grupie, przyjmujgc w niej rozne role,
podejmowaé decyzje i wdrazaC proponowane
rozwigzania

P7S_UU

KP7_UU1

samodzielnie planowa¢ wiasne uczenie sie
i kariere zawodowg w obszarze nowych
technologii lub  cyberbezpieczehstwa oraz
motywowac¢ innych do podejmowania takich
dziatan

KP7_UU2

motywowac innych do uczenie sie i planowania
kariery zawodowej w obszarze nowych technologii
lub cyberbezpieczenstwa




Kompetencje spoteczne, absolwent jest gotéw do:

systematycznego aktualizowania i weryfikowania
posiadanej wiedzy oraz racjonalnego i
krytycznego podejscia do informacji

KP7_KK1 iy iy .
- pochodzgcych z réznych zrédet, uznajgc
P7S_KK . . . . .
- znaczenie wiedzy w rozwigzywaniu problemow
poznawczych i praktycznych
KP7 KK2 kontaktu z ekspertami w przypadku niemoznosci

samodzielnego rozwigzania problemu
wypetniania zobowigzan spotecznych stuzgcych
KP7_KO1 | promowaniu odpowiedzialnego wykorzystania
nowych technologii

inspirowania i organizowania dziatalnosci na rzecz
P7S_KO KP7_KO2 | srodowiska spotecznego lub
cyberbezpieczenstwa

mys$lenia i dziatania w sposob przedsiebiorczy w
KP7_KO3 | obszarze nowych technologii lub
cyberbezpieczenstwa

statego rozwijania swoich kompetenc;ji
zawodowych oraz dostosowywanie ich do

KP7_KR1 . . .
- zmieniajgcych sie  potrzeb  spotecznych i
P7S_KR technologicznych
postepowania zgodnie z zasadami etyki w pracy
KP7_KR2 | zawodowej i podtrzymywanie etosu swojego
zawodu

Czes¢ lll. Opis procesu prowadzacego do uzyskania efektéow uczenia sie.
Tresci programowe zajec¢ lub grup zajeé.

1. Systemy inteligentne

KP7_WG1, KP7_WG3, KP7_WK1, KP7_WG6, KP7_KK1

Celem przedmiotu jest przekazanie wiedzy z zakresu funkcjonowania systemow
inteligentnych, w tym sztucznej inteligencji, w obszarze prawa nowych technologii.
Omoéwione zostang zasady dziatania takich systemoéw, ich zastosowanie, problemy
zwigzane z ich regulacjg prawng oraz zagadnienia etyczne i prawne zwigzane z ich
wdrazaniem i funkcjonowaniem w réznych sferach Zzycia spotecznego
| gospodarczego.

2.0chrona praw jednostki w erze cyfrowe;j

KP7_WG2, KP7_WG4, KP7_WK2, KP7_KO1

Celem przedmiotu jest przekazanie wiedzy na temat ochrony praw jednostki
w srodowisku cyfrowym, w szczegdlnosci ochrony danych osobowych, prywatnosci,
prawa do bycia zapomnianym oraz ochrony dobr osobistych w cyberprzestrzeni.



Omoébwione zostang takze miedzynarodowe i krajowe regulacje prawne oraz obowigzki
administratorow danych.

3. Prawo autorskie w dobie nowych technologii

KP7_WGS3, KP7_WK3, KP7_UW4

Celem przedmiotu jest przekazanie wiedzy z zakresu praw autorskich obejmujgcej,
w szczegolnosci, problematyke ochrony autorskich praw majgtkowych i osobistych,
instytucje dozwolonego uzytku prywatnego i publicznego. W ramach przedmiotu
zostang omowione tez kwestie plagiatu i prawa cytatu.

4. Prawo wiasnosci przemystowej w dobie nowych technologii

KP7_WGS3, KP7_WK3, KP7_UW4

Celem przedmiotu jest przekazanie wiedzy z zakresu prawa wtasnosci intelektualnej
obejmujgcej problematyke mediow spotecznosciowych, w szczegolnosci ochrony praw
autorskich do tresci publikowanych online, odpowiedzialnosci za naruszenia wtasnosci
intelektualnej w mediach spotecznosciowych oraz zasad korzystania z cudzych
utworow i znakéw towarowych w sieci. W ramach przedmiotu zostang omowione tez
kwestie licencjonowania tresci cyfrowych, prawa do wizerunku oraz naruszen
dokonywanych przez uzytkownikéw platform spotecznosciowych.

5. Nowoczesne technologie w prawie Unii Europejskiej

KP7_UW3, KP7_UW4, KP7_UK1

Celem przedmiotu jest przekazanie wiedzy z zakresu unijnych regulacji prawnych
dotyczacych funkcjonowania nowoczesnych technologii, w tym ochrony danych
osobowych, sztucznej inteligencji, ustug cyfrowych i jednolitego rynku cyfrowego.
W ramach zaje¢ omowione zostang najnowsze akty prawne UE oraz ich znaczenie
dla przedsiebiorcéw i konsumentdw.

6. Etyka a nowe technologie

KP7_WK1, KP7_WK2, KP7_KR2

Celem przedmiotu jest przekazanie wiedzy z zakresu teoretycznych i praktycznych
podstaw etyki w kontekscie nowych technologii. Przedstawione zostang kwestie
rozwigzywania dylematow natury moralno-prawnej wystepujgcych w obszarach takich
jak prywatnos¢ danych, sztuczna inteligencja, big data, biotechnologia
czy automatyzacja procesow decyzyjnych. W ramach zaje¢ omowione zostang
rébwniez standardy etyczne stosowane w dziatalnosci gospodarczej i naukowej
zwigzanej z technologiami cyfrowymi.

7. Przywédztwo i zarzadzanie zespotem

KP7_WG7, KP7_UO1, KP7_UO2, KP7_KR1

Celem przedmiotu jest przekazanie wiedzy i umiejetnosci w zakresie zarzadzania
zespotami projektowymi i pracowniczymi w organizacjach funkcjonujgcych
w srodowisku nowych technologii. Omowione zostang podstawy teorii przywodztwa,
budowania  zespotéw, zarzgdzania  konfliktem,  podejmowania  decyzji
oraz motywowania pracownikéw.



8. Prawne aspekty influencer marketingu lub

KP7_WK2, KP7_WK3, KP7_UWS5, KP7_UK1

Celem przedmiotu jest przekazanie wiedzy z zakresu prawnych aspektow dziatalnosci
influencerow w mediach cyfrowych. Oméwione zostang obowigzki prawne zwigzane
z reklamg, oznaczaniem tresci sponsorowanych, odpowiedzialnoscig za tresci
publikowane w Internecie, a takze zagadnienia ochrony konsumentéw i konkurenciji
w influencer marketingu.

8a. Dziatalnos$¢ reklamowa w Internecie

KP7_WK2, KP7_WK3, KP7_UWS5, KP7_UK1

Celem przedmiotu jest przekazanie wiedzy z zakresu prawnych uwarunkowan
prowadzenia dziatalnosci reklamowej w Srodowisku cyfrowym. Omawiane bedag
zasady uczciwej konkurencji, regulacje dotyczgce reklamy internetowej, ochrony
danych osobowych w reklamie spersonalizowanej oraz odpowiedzialnos¢
za naruszenie przepisow prawa reklamowego.

9. Jezyk obcy

KP7_UK1, KP7_UK2, KP7_UK3

Celem przedmiotu jest prowadzenie lektoratu w formie praktycznych c¢wiczen
pozwalajgcych naby¢ kompetencje jezykowe w zakresie mowy, pisania, czytania
I stuchania. Obejmg one umiejetnosci postugiwania sie jezykiem obcym na poziomie
B2+ Europejskiego Systemu Ksztatcenia Jezykowego, analizy pisanych i méwionych
tekstow obcojezycznych oraz przygotowywania wystgpien ustnych i prac pisemnych.

10.0Ochrona konkurencji na rynkach nowych technologii

KP7_WG3, KP7_WG4, KP7_WK2, KP7_KO1

Celem przedmiotu jest przekazanie wiedzy z zakresu ochrony konkurencji na rynkach
nowych technologii. Omowione zostang m.in. praktyki antykonkurencyjne,
naduzywanie pozycji dominujgcej, fuzje i przejecia oraz rola organéw ochrony
konkurencji w kontekscie dynamicznie rozwijajgcych sie rynkéw cyfrowych.

11.0chrona konsumentéw na rynkach nowych technologii

KP7_WG3, KP7_WG4, KP7_WK2, KP7_KO1

Celem przedmiotu jest przekazanie wiedzy z zakresu ochrony konsumentow
narynkach nowych technologii. Omowione zostang prawa konsumentow
w transakcjach online, obowigzki informacyjne przedsiebiorcéw, nieuczciwe praktyki
rynkowe oraz mechanizmy ochrony konsumentéow w srodowisku cyfrowym.

12. Obowigzki przedsiebiorcow w kontekscie nowych technologii lub
KP7_WK2, KP7_WKS5, KP7_UW4, KP7_KR2

Celem przedmiotu jest przekazanie wiedzy na temat obowigzkéw przedsiebiorcow
dziatajgcych na rynkach nowych technologii. Omowione zostang m.in. kwestie
zwigzane z regulacjami dotyczacymi ochrony danych osobowych, ochrony
konsumentow, uczciwej konkurencji, wkasnosci intelektualnej oraz odpowiedzialnosci
za szkody wyrzgdzone przez produkty cyfrowe.

12a. Obowiazki przedsiebiorcow w kontekscie cyberbezpieczenstwa



KP7_WK2, KP7_WKS5, KP7_UW4, KP7_KR2

Celem przedmiotu jest przekazanie wiedzy na temat obowigzkéw przedsiebiorcow
w zakresie zapewnienia bezpieczenstwa systemow informatycznych i ochrony danych
w zwigzku z obowigzujgcymi regulacjami prawnymi oraz standardami
cyberbezpieczenstwa. Omowione zostang obowigzki zwigzane z raportowaniem
incydentow, ochrong infrastruktury krytycznej i zarzgdzaniem ryzykiem.

13. Sztuczna inteligencja a prawo wtasnosci intelektualnej (przedmiot oferowany
takze w j. angielskim) lub

KP7_WG3, KP7_WK3, KP7_WK4, KP7_UWA4

Celem przedmiotu jest przekazanie wiedzy na temat wyzwan zwigzanych z ochrong
wiasnosci intelektualnej w kontekscie wykorzystania sztucznej inteligencji. Omowione
zostang problemy autorstwa, ochrony wynikbw generowanych przez Al,
patentowalnosci rozwigzan opartych na sztucznej inteligencji oraz regulacji
miedzynarodowych w tym zakresie.

13a. Prawo autorskie na jednolitym rynku cyfrowym

KP7_WGS3, KP7_WK3, KP7_WK4, KP7_UW4

Celem przedmiotu jest przekazanie wiedzy z zakresu prawa autorskiego w kontekscie
funkcjonowania jednolitego rynku cyfrowego. Omowione zostang m.in. zasady
udostepniania utworéw w sieci, zarzgdzanie prawami autorskimi online,
odpowiedzialnos¢ dostawcéw platform cyfrowych oraz ochrona intereséw twoércéw
I uzytkownikéw w srodowisku cyfrowym.

14. Etyka specjalisty ds. compliance lub

KP7_WK1, KP7_WK2, KP7_KR2

Celem przedmiotu jest przekazanie wiedzy z zakresu teoretycznych i praktycznych
podstaw etyki w dziatalnosci specjalistow ds. compliance. Omowione zostang
dylematy moralno-prawne zwigzane z przestrzeganiem przepiséw prawa, identyfikacjg
naruszen, przeciwdziataniem konfliktom intereséw oraz odpowiedzialno$cig prawng
| etyczng w organizacjach.

14a. Etyka specjalisty ds. cyberbezpieczenstwa

KP7_WK1, KP7_WK2, KP7_KR2

Celem przedmiotu jest przekazanie wiedzy na temat obowigzkdéw przedsiebiorcow
dziatajgcych na rynkach nowych technologii. Omoéwione zostang m.in. kwestie
zwigzane z regulacjami dotyczgcymi ochrony danych osobowych, ochrony
konsumentow, uczciwej konkurencji, wkasnosci intelektualnej oraz odpowiedzialnosci
za szkody wyrzgdzone przez produkty cyfrowe.

15. Funkcjonowanie przedsiebiorstw w erze nowych technologii

KP7_WG5, KP7_WK2, KP7_WKS5, KP7_KO3

Celem przedmiotu jest przekazanie wiedzy dotyczgcej funkcjonowania
przedsiebiorstw w warunkach transformaciji cyfrowej. Omowione zostang m.in. modele
biznesowe oparte na technologiach informacyjnych, adaptacja do zmian
technologicznych, zarzgdzanie innowacjami oraz wyzwania etyczne i prawne
w dziatalnosci przedsiebiorstw.



16. Zarzadzanie ryzykiem

KP7_WG7, KP7_UW2, KP7_UO1, KP7_KK1

Celem przedmiotu jest przekazanie wiedzy z =zakresu identyfikacji, analizy
| zarzgdzania ryzykiem w organizacjach funkcjonujgcych w Srodowisku nowych
technologii. Omowione zostang m.in. metody oceny ryzyka, procedury reagowania
na incydenty oraz wdrazania systemoéw zarzgdzania ryzykiem.

17. Charakterystyka wspoétczesnych cyberzagrozen

KP7_WG2, KP7_WG3, KP7_WK1, KP7_KO1

Celem przedmiotu jest przekazanie wiedzy na temat wspoétczesnych cyberzagrozen
w kontekscie nowych technologii i cyberbezpieczenstwa. Omowione zostang m.in.
typologie zagrozen, analiza podatnosci systeméw, metody atakow oraz Srodki
przeciwdziatania incydentom bezpieczenstwa.

18. Proseminarium

KP7_UW1, KP7_UWS3, KP7_UW4, KP7_UK1, KP7_UU1, KP7_KK1

Celem przedmiotu jest przekazanie wiedzy z zakresu metodologii pracy naukowej,
w szczegolnosci obejmujgcej wybor tematu pracy magisterskiej, jego uzasadnienie,
stan badan dotyczacy analizowanego problemu i przygotowanie planu pracy.
W ramach przedmiotu zostang omdwione tez zasady prowadzenia kwerendy
bibliotecznej i pozyskiwania innych zrodet wiedzy.

19. Bezpieczenstwo w prawie i politykach Unii Europejskiej

KP7_WG1, KP7_WG4, KP7_WK2, KP7_WK3

Celem przedmiotu jest przekazanie wiedzy z zakresu europejskich regulacji prawnych
i polityk w obszarze bezpieczenstwa, ze szczegdlnym uwzglednieniem aspektow
zwigzanych z cyberbezpieczenstwem, ochrong danych osobowych oraz zwalczaniem
cyberprzestepczosci.

20. Aspekty prawne zatrudnienia w erze cyfrowej

KP7_WG4, KP7_WG6, KP7_WK2, KP7_UK1

Celem przedmiotu jest przekazanie wiedzy na temat wyzwan prawnych zwigzanych
z zatrudnieniem w $rodowisku cyfrowym, w tym pracy zdalnej, monitorowania
pracownikéw, automatyzacji procesow pracy oraz ochrony praw pracowniczych w erze
cyfrowej transformacji.

21. Zrébwnowazony rozwoj w zarzadzaniu dobrami wiasnosci intelektualnej
KP7_WGS3, KP7_WK3, KP7_UW4, KP7_KO3

Celem przedmiotu jest przekazanie wiedzy z zakresu zréwnowazonego zarzgdzania
dobrami wiasnosci intelektualnej. Omowione zostang strategie ochrony wiasnosci
intelektualnej, uwzgledniajgce cele spofeczne, ekonomiczne 1 ekologiczne
w kontekscie nowych technologii.

22. Odpowiedzialnos¢ prawna za szkody wyrzadzone przez sztuczng inteligencje
KP7_WG3, KP7_WK2, KP7_WK3, KP7_UK1



Celem przedmiotu jest przekazanie wiedzy na temat odpowiedzialnosci cywilnej
| karnej za szkody wyrzgdzone przez systemy sztucznej inteligencji. Omdwione
zostang zasady przypisywania odpowiedzialnosci, ryzyka technologiczne
oraz aktualne propozycje legislacyjne na poziomie krajowym i unijnym

23. Prawo bankowe lub

KA7_UWI1, KA7_UK1, KP7_UU1L, KA7_KK1

Celem przedmiotu jest analiza problematyki dziatalnosci bankowej w szczegdlnosci
funkcjonowania systemu bankowego, instytucji wspierajgcych system bankowy
oraz czynnos$ci bankowych w oparciu o przepisy prawa oraz orzecznictwo sgdowe.
Szczegdlna uwaga zostanie zwrocona na umowe rachunku bankowego, umowe
o kredyt bankowy oraz umowe gwarancji bankowej. Szeroko omawiana jest takze
problematyka prawnych zabezpieczen wierzytelnosci banku (zabezpieczenia
rzeczowe i osobiste).

23a. Prawo papierow wartosciowych (przedmiot oferowany takze w j.
angielskim)

KA7_UW1, KA7_UK1, KP7_UU1, KA7_KK1

Celem przedmiotu jest przekazanie wiedzy z zakresu prawa papierow wartosciowych,
w tym emisji, obrotu oraz nadzoru nad rynkiem kapitatowym.

24. Prawo wiasnosci intelektualnej w mediach spotecznosciowych lub
KP7_WG3, KP7_WK3, KP7_UW4

Celem przedmiotu jest przekazanie wiedzy z zakresu prawa wtasnosci intelektualnej
obejmujgcej problematyke mediow spotecznosciowych, w szczegolnosci ochrony praw
autorskich do treSci zamieszczanych w  serwisach spofecznosciowych,
odpowiedzialnosci uzytkownikow i platform za naruszenia praw wiasnosci
intelektualnej oraz zasad legalnego wykorzystywania materiatéw online. W ramach
przedmiotu zostang omowione tez kwestie licencjonowania tresci w sieci, prawa
do wizerunku, odpowiedzialnosci za udostepnianie i rozpowszechnianie tresci, a takze
regulacje dotyczgce ochrony znakdéw towarowych i innych doébr niematerialnych
w przestrzeni cyfrowej.

24a. Ochrona danych osobowych w mediach spotecznosciowych

KP7_WGS3, KP7_WK3, KP7_UW4

Celem przedmiotu jest przekazanie wiedzy z zakresu ochrony danych osobowych
przetwarzanych w mediach spotecznosciowych. Omowione zostang obowigzki
administratorow, prawa uzytkownikbw, problematyka zgdd, profilowania
oraz transgranicznego transferu danych.

25. Design thinking

KP7_UW2, KP7_UO1, KP7_UO2, KP7_KK2

Celem przedmiotu jest przekazanie umiejetnosci kreatywnego i innowacyjnego
rozwigzywania probleméw z wykorzystaniem metodyki design thinking. Uczestnicy
poznajg etapy projektowania rozwigzan zorientowanych na uzytkownika w srodowisku
nowych technologii.



26. Zarzadzanie zmianag

KP7_UW2, KP7_UW4, KP7_UO1, KP7_UO2

Celem przedmiotu jest przekazanie wiedzy i umiejetnosci w zakresie zarzadzania
procesami zmian w organizacjach funkcjonujgcych w $rodowisku dynamicznego
rozwoju nowych technologii. Omdéwione zostang metody wdrazania i utrzymywania
Zmian organizacyjnych.

27. Prewencja i reagowanie na incydenty, a cyberbezpieczenstwo

KP7_WG1, KP7_WG3, KP7_WK1, KP7_KO1

Celem przedmiotu jest przekazanie wiedzy na temat metod prewencji i reagowania
na incydenty bezpieczenstwa informatycznego. Omowione zostang procedury
reagowania, raportowania oraz wspotpraca z odpowiednimi organami panstwowymi
I miedzynarodowymi.

28. Specjalistyczne warsztaty jezykowe (w jez. obcym)

KP7_UK2, KP7_UK3, KP7_UU1,

Konserwatorium przygotowane jest z mys$lg o studentach Prawo nowych technologii
| cyberbezpieczenstwa Szczegdlny nacisk kladziony jest na stownictwo zwigzane
z profilem studiow. W czasie zaje¢ nastgpi przygotowanie do samodzielnego
korzystania z obcojezycznych zrddet literatury fachowej, wprowadzenie stownictwa
specjalistycznego i samodzielnego ttumaczeniu tekstow z zakresu nowych technologii
i zagadnien z nig zwigzanych. Konwersatorium ma na celu udoskonalenie umiejetnosci
jezykowych, przydatnych w przysztej karierze zawodowej. Program zaje¢ zawiera
praktyczne stownictwo i nauke korzystania z anglojezycznych tekstow zrodtowych.

29. Bezpieczenstwo danych osobowych

KP7_WG1, KP7_WK2, KP7_UW4, KP7_KO1

Celem przedmiotu jest przekazanie wiedzy z zakresu ochrony danych osobowych
w Swietle obowigzujgcych regulacji krajowych i unijnych. Omdwione zostang m.in.
obowigzki administratoréw i podmiotdw przetwarzajgcych dane, prawa osob, ktérych
dane dotyczg, oraz odpowiedzialnos¢ za naruszenia przepisow.

30. Zarzadzanie zgodnoscig (compliance) a prawo pracy

KP7_WG4, KP7_WK2, KP7_UW4, KP7_KO2

Celem przedmiotu jest przekazanie wiedzy na temat wdrazania i stosowania
programoéw zgodnosci w obszarze prawa pracy. Oméwione zostang mechanizmy
przeciwdziatania naruszeniom prawa, polityki antymobbingowe, whistleblowing oraz
etyczne aspekty zarzgdzania zgodnoscig w zatrudnieniu.

31. Zgtaszanie naruszen prawa i ochrona sygnalistow

KP7_WG4, KP7_WK2, KP7_UW4, KP7_KO2

Celem przedmiotu jest przekazanie wiedzy dotyczgcej systemdéw zgtaszania
nieprawidtowosci (whistleblowing), ochrony prawnej sygnalistéw oraz obowigzkow
pracodawcow w kontekscie wdrazania procedur zgtaszania naruszen prawa.



32. Praktyczne aspekty skutecznego wdrazania i zarzadzania wewnetrznym
systemem zgtaszania nieprawidtowosci

KP7_WG4, KP7_WK2, KP7_UO1, KP7_KO2

Celem przedmiotu jest przekazanie wiedzy oraz umiejetnosci praktycznych w zakresie
projektowania, wdrazania i prowadzenia wewnetrznych systeméw zgtaszania
nieprawidtowosci w organizacjach, w tym zasad ich dziatania, ochrony sygnalistow
| zarzgdzania zgtoszeniami.

33. Zarzadzanie wlasnoscig intelektualng dla celéw bezpieczenstwa publicznego
lub

KP7_WGS3, KP7_WK3, KP7_UW4

Celem przedmiotu jest przekazanie wiedzy na temat wykorzystania i ochrony
wiasnosci intelektualnej w kontekscie bezpieczenstwa publicznego, w tym praw
patentowych, tajemnicy przedsiebiorstwa i transferu technologii o znaczeniu
strategicznym.

33a. Znaki towarowe, wzory i wynalazki w erze cyfrowej jako sktadniki w majatku
przedsiebiorcow

KP7_WGS3, KP7_WK3, KP7_UWA4

Celem przedmiotu jest przekazanie wiedzy z zakresu ochrony i zarzgdzania znakami
towarowymi, wzorami przemystowymi oraz patentami w realiach gospodarki cyfrowej,
a takze ich znaczenia jako sktadnikow majgtkowych przedsiebiorcow.

34. Zarzadzanie projektami lub

KP7_WG5, KP7_WG7, KP7_UW2, KP7_UO1, KP7_KR1

Celem przedmiotu jest przekazanie wiedzy i umiejetnosci w zakresie zarzadzania
projektami, w tym planowania, realizacji, kontroli i oceny projektow zwigzanych
z wdrazaniem nowych technologii oraz cyberbezpieczenstwa.

34a. Zarzadzanie konfliktem i kryzysem w organizacji

KP7_WG5, KP7_WG7, KP7_UW2, KP7_UO1, KP7_KR1

Celem przedmiotu jest przekazanie wiedzy i umiejetnosci w zakresie zarzgdzania
konfliktami i kryzysami w organizacjach funkcjonujgcych w srodowisku nowych
technologii, w tym metod rozwigzywania sporow, mediacji, negocjacji oraz dziatan
prewencyjnych.

35. Cyberbezpieczenstwo w procesie wytwarzania i utrzymania oprogramowania
KP7_WG2, KP7_WG3, KP7_WK1, KP7_KO1

Celem przedmiotu jest przekazanie wiedzy z zakresu cyberbezpieczenstwa w cyklu
zycia oprogramowania, w tym zarzgadzania podatnosciami, bezpiecznego
programowania, testowania bezpieczenstwa oraz reagowania na incydenty zwigzane
z btedami programistycznymi.

36. Seminarium
KP7 _UW1, KP7_UW3, KP7 _UW4, KP7 UK1, KP7 UU1l, KP7 _KK1



Celem przedmiotu jest przekazanie wiedzy z zakresu przygotowania i obrony pracy
magisterskiej. W jego ramach zostang oméwione zasady i sposoby analizy zrédet
wiedzy, formutowania tez badawczych, gromadzenia i opracowywania materiatu
empirycznego oraz weryfikacji przyjetych zatozen. W ramach przedmiotu zostang
omowione tez poszczegdine metody, techniki i narzedzia badawcze wiasciwe naukom
prawnym stosowane podczas przygotowywania pracy magisterskiej oraz formalne
aspekty jej opracowywania.

Sposoby weryfikacji i oceny efektéw uczenia sie osiggnietych przez studenta
w trakcie calego cyklu ksztatcenia.

Metody ksztatcenia okreslone w czesci A sylabusa. Sposoby weryfikacji: zaliczenie,
egzamin i inne sposoby weryfikacji okreslone w czesci B sylabusa na dany rok
akademicki.

Warunki ukonczenia studiéw oraz uzyskiwany tytut zawodowy.

1. Zasady dopuszczenia do egzaminu dyplomowego: zdanie egzaminow i uzyskanie
zaliczenia przedmiotow przewidzianych programem studidw, napisanie pracy
dyplomowej.

2. Zakres i sposob przeprowadzenia egzaminu dyplomowego okreslony jest odrebng
uchwatg Rady Wydziatu Prawa UwB w sprawie zasad przeprowadzania egzaminu
dyplomowego.

3. Absolwent uzyskuje tytut zawodowy magister po spetnieniu wymogow okreslonych
wpkt. 1i2

Objasnienia oznaczen:

P6, P7 — poziom PRK (6 - studia pierwszego stopnia, 7 — studia drugiego stopnia
I jednolite magisterskie)

S — charakterystyka typowa dla kwalifikacji uzyskiwanych w ramach szkolnictwa
wyzszego

W — wiedza G — glebia i zakres
K — kontekst
U — umiejetnosci W — wykorzystanie wiedzy

K — komunikowanie sig
O — organizacja pracy
U — uczenie sie

K — kompetencje spoteczne K — krytyczna ocena

O - odpowiedzialnos¢
R —rola zawodowa




Program studiow - wskazniki ilo§ciowe

forma studiow: stacjonarne

Kierunek studiow: Prawo nowych technologii i cyberbezpieczenstwa
Poziom studiéow: drugi stopien

Profil studiéw: ogélnoakademicki

Forma studiow: stacjonarne

Zaopiniowany na Radzie Wydziatlu

W dniu: 21 listopada 2025 r.

Obowiazuje od roku akademickiego: 2026/2027
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£ E | .
- Z £3|¢
5 S (- (=28 ZTE|S <
5 = |IS 5= &38|l 2E
& S > NE x2S
S o % N 32 g = S
529 s 5252822
S° 2 |5 T 28 =8 L
NAZWA GRUPY ZAJEC KOD §52 |5 §2c- @ g
EC/ ’ S Q. ~|lS % 8 = S = %D = a
L.P. : ZAJEC 3 sSz2zs5lek= £°8 5
NAZWA ZAJEC By NES X2 €z-S i = o =
e R P AR
£ e EZZE|Eg2Egzse| =
3 52 521378 gEZ 2022
s [ Q s[ezgglzgs2ae=z| 2z
50 L 5 |52 cg]rw.,%_z 28 >Fg | =2
sl 2| 2||eE=Es=2|5E252S 22
RN SISSELfSE|3Ssoc2||s3
2 S Bwog%‘@'g-gn?m N =
= IS 3 NN INEE] B RER T R
1 2 3 4 5 6 7 8 9 10
1 ||Systemy inteligentne 370-CS2-1SIN|| 18 2 1 2
2 ||Ochrona praw jednostki w erze cyfrowej 370-CS2-10PJ[[ 18 2 1 2
3 ||Prawo autorskie w dobie nowych technologii 370-CS2-1PAD|| 42 4 3 4
4  |[Prawo wiasno$ci przemystowej w dobie nowych technologii 370-CS2-1PWHP|| 42 4 3 4
5 |INowoczesne technologie w prawie Unii Europejskiej 370-CS2-INTP|| 42 4 3 4
6 ||[Etyka a nowe technologie 370-CS2-1ENT|| 18 2 1 2
7 |[Przywodztwo 1 zarzadzanie zespotem 370-CS2-1PZZ|| 18 2 1 2
8 |[Prawne aspekty influencer marketingu lub 370-CS2-1PAl|| 18 2 2 1 2
8a [[Dziatalnos¢ reklamowa w Internecie 370-CS2-1DRI
9 |Jezyk obcy 370-CS2-1LJ| 30 2 2 1 2
10 (|Ochrona konkurencji na rynkach nowych technologii 370-CS2-10KR|| 42 4 3 4




1 2 3 4 5 7 9 10
11 ||Ochrona konsumentéw na rynkach nowych technologii 370-CS2-10KN[| 42 4 3 4
12 "Obowiqzki przedsigbiorcow w konteks$cie nowych technologii Iub 370-CS2-10PK|| 18 2 1 2

12a "Obowiqzki przedsigbiorcow w kontekscie cyberbezpieczenstwa 370-CS2-10PC

13 |Sztuczna inteligencja a prawo wiasnosci intelektualnej (Artificial Intelligence and Intellectual Law)** (przedmiot oferowany takze w j. angielskim) b [|370-CS2-1SIP]|| 18 2 1 2
13a ||Prawo autorskie na jednolitym rynku cyfrowym 370-CS2-1PAR

14 |IEtyka specjalisty ds. compliance lub 370-CS2-1ESC|| 18 2 1 2
14a [[Etyka specjalisty ds. cyberbezpieczenstwa 370-CS2-1ECB

15 ||[Funkcjonowanie przedsigbiorstw w erze nowych technologii 370-CS2-1FPE| 18 2 1 2
16 ||Zarzadzanie ryzykiem 370-CS2-1ZAR| 18 2 1 2
17 |Charakterystyka wspotczesnych cyberzagrozen 370-CS2-1CWC|| 18 2 1

18 ([[Proseminarium 370-CS2-1PROJ| 28 || 6 2 6
19 |Bezpieczenstwo w prawie i politykach Unii Europejskiej 370-CS2-2BPP|| 42 4 3 4
20 [[Aspekty prawne zatrudnienia w erze cyfrowej 370-CS2-2APZ|[ 42 4 3 4
21 ||Zrownowazony rozwoj w zarzadzaniu dobrami wlasnosci intelektualnej 370-CS2-2ZRz|| 18 2 1 2
22 ||Odpowiedzialno$¢ prawna za szkody wyrzadzone przez sztuczng inteligencje 370-CS2-20PS|| 42 4 3 4
23  |[Prawo bankowe lub 370-CS2-2PBA| 18 || 2 1 2
23a |[Prawo papierdw warto$ciowych (Securities Law)** (przedmiot oferowany takze w j. angielskim) [[370-CS2-2PPW|

24  ||Prawo wlasnosci intelektualnej w mediach spotecznoéciowych lub 370-CS2-2PMS|| 18 2 1 2
24a [[Ochrona danych osobowych w mediach spotecznosciowych 370-CS2-20D0O

25 |[Design thinking 370-CS2-2DET]|| 18 2 1 2
26 |Zarzadzanie zmiang 370-CS2-2zAZ|| 18 2 1 2
27 |Prewencja i reagowanie na incydenty, a cyberbezpieczenstwo 370-CS2-2PRI|| 18 2 1

28 |ISpecjalistyczne warsztaty jezykowe (w jez. obcym) 370-CS2-2SWJff 30 2 1 2
29 |Bezpieczenstwo danych osobowych 370-CS2-2BDO|| 42 4 3 4
30 ||Zarzadzanie zgodno$cia (compliance) a prawo pracy 370-CS2-2ZZP|| 42 4 3 4
31 |Zglaszanie naruszen prawa i ochrona sygnalistow 370-CS2-2ZNP|| 18 2 1 2
32  |[Praktyczne aspekty skutecznego wdrazania i zarzadzania wewnetrznym systemem zglaszania nieprawidlowosci [[370-CS2-2PAS|| 42 4 3 4
33 ||Zarzadzanie wlasno$cig intelektualng dla celéw bezpieczenstwa publicznego lub 370-CS2-2ZWI|| 18 2 1 2
33a |[Znaki towarowe, wzory i wynalazki w erze cyfrowej jako sktadniki w majatku przedsigbiorcow [[370-CS2-2ZTW|

34 ||Zarzadzanie projektami lub 370-CS2-2ZPR|[ 18 3 1 3
34a |[Zarzadzanie konfliktem i kryzysem w organizacji 370-CS2-2ZKK




humanistyczne Iub nauki spoteczne.

1 2 3 4 5 6 7 8 9 10
35 ||Cyberbezpieczenstwo w procesie wytwarzania i utrzymania oprogramowania 370-CS2-2CWOf| 18
36 [[Seminarium 370-CS2-2SEM|[ 56 || 8 8 8
OGOLEM 984 [| 105 33 61 0 99 0
* liczbg punktow ECTS, jaka student musi uzyska¢ w ramach zaje¢ z dziedziny nauk humanistycznych lub nauk spotecznych, nie mniejszg niz 5
punktow ECTS — w przypadku kierunkow studiow przyporzadkowanych do dyscyplin w ramach dziedzin innych niz odpowiednio nauki 0

Procentowy udziat liczby punktow ECTS kazdej z dyscyplin, do ktorych jest przyporzadkowany kierunek studiow, w liczbie punktow ECTS
koniecznej do ukonczenia studidw, ze wskazaniem dyscypliny wiodace;.

nauki prawne - 80,00%,
nauki o zarzadzaniu i
jakosci - 10,48%, nauki o
bezpieczenstwie - 5,71%,
informatyka - 1,90%,
jezykoznawstwo - 1,90%

Procentowy udziat liczby punktow ECTS w ramach zaje¢ do wyboru w liczbie punktow ECTS koniecznej do ukonczenia studiéw, w wymiarze nie

punktow ECTS koniecznej do ukonczenia studiow, w wymiarze wigkszym niz 50% liczby punktow ECTS koniecznej do ukonczenia studiow.

mniejszym niz 30% liczby punktow ECTS koniecznej do ukonczenia studiow. 31,43
Procentowy udziat liczby punktow ECTS w ramach zaje¢ z bezposrednim udziatem nauczycieli akademickich lub innych oséb prowadzacych

zajecia 1 studentow w liczbie punktow ECTS koniecznej do ukonczenia studiow, w wymiarze nie mniejszym niz 50% liczby punktow ECTS 58,10
koniecznej do ukonczenia studiow (dot. studidow stacjonarnych).

Dla studiéw o profilu ogdlnoakademickim — procentowy udziat liczby punktéw ECTS w ramach zaje¢ zwigzanych z prowadzong w uczelni

dziatalnos$cig naukowg w dyscyplinie lub dyscyplinach, do ktérych przyporzadkowany jest kierunek studiow w liczbie punktéw ECTS konieczne;j 94,29
do ukonczenia studiow, w wymiarze wigkszym niz 50% liczby punktéow ECTS koniecznej do ukonczenia studiow.

Dla studiow o profilu praktycznym — procentowy udziat liczby punktow ECTS w ramach zaje¢ ksztaltujacych umiejetnosci praktyczne w liczbie 0

** Powyzsze zajecia student moze zaliczy¢ rowniez poprzez:

1) uczestnictwo w oferowanych przez Uniwersytet w Biatymstoku zajeciach, w szczegolnosci:
a) na kierunkach studiow prowadzonych w jezykach obcych,

b) prowadzonych dla studentéw programu Erasmus+,

¢) prowadzonych w jezyku obcym przez profesoréw wizytujacych,

d) w formie wyktadow go$cinnych prowadzonych w jezyku obcym,

e) w ramach specjalistycznych szko6t prowadzonych w jezyku obcym,

f) okreslonych w programach innych kierunkéw studidow i prowadzonych

w jezykach obcych,
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2) realizacje zaje¢ w jezyku obcym na innej uczelni w ramach mi¢dzynarodowej wymiany studentdw, w tym programu Erasmus+ Iub w ramach programu MOST.

3. realizacje¢ cze$ci studiow lub praktyk za granicg w ramach programu Erasmus+ lub zaje¢¢ realizowanych w jezyku obcym w uczelni zagranicznej w ramach mi¢dzynarodowych umow o
wspotpracy — w okresie nie krotszym niz 3 miesiace.




